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is hereby granted this provisional licence to provide Cybersecurity Services.
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PROVISIONAL CYBERSECURITY SERVICE PROVIDER LICENCE

This Provisional Cybersecurity Service Provider Licence is hereby granted to SAI Technology Ltd. (hereinafter referred to as the "Licensee”) having fulfilled the requirements for Provisional
Licence subject to the following terms and conditions in accordance with Section 51(3) of the Cybersecurity Act, 2020 (Act 1038).

1. This Provisional Licence is subject to the provisions of Act 1038 and any law amending same. Any reference to Act 1038 shall incdude any subsidiary legislation, directives, and guidelines
made pursuant thereto.

2. This provisional licence authorises the Licensee to provide the following cybersecurity services:;

S/N SERVICE
1. Vulnerability Assessment and Penetration Testing (VAPT)

while the Licensee submits the remaining requirements to obtain a Licence.

3. The Licensee may provide a Vulnerability Assessment and Penetration Testing to any institution or person other than a Critical Information Infrastructure (CII) Owner and 3 Government
Institution.

4. This Provisional licence is valid for Ninety (90) Days from the date of the issuance of the licence.

5. The Licensee shall ensure and guarantees that the personnel responsible for providing cybersecurity services in the entity are Cybersecurity Professionals accredited by the Authority in the
relevant area of expertise.

6. The Directors, Employees, Agents, Assigns, Third-party Contractors, and any other person affiliated with the Licensee shall not make any false representation in providing the service, but
always observe utmost good faith towards clients, while complying with Act 1038 and all applicable laws including confidentiality and data protection obligations.

7.  The licensee shall report a cybersecurity incident to the relevant Sectoral CERT or National CERT within a period of not more than twenty-four (24) hours after the incident is detected.

8. The Licence shall be granted upon the expiration of the validity period of this Provisional Licence subject to the fulfilment of the outstanding requirements in accordance with the Guidelines
for the Licensing of Cybersecurity Service Providers.




